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Abstract of the contribution: This paper provides conclusions for the study carried out regarding KI#1.
1	Discussion
Various solutions are discussed and are part of this specific TR 23.700-32. This paper brings in conclusion that shall be considered to address KI#1.
User Identifier can be defined by both i.e. operator assigned or third party. However, 5GS shall ensure that the User Identifier is unique across the PLMN.
User Identity Profile can be managed by OAM and AF/NEF; hence operator and third party shall be allowed to manage User Identity Profile. A trusted AF can use the NEF APIs, however, a third party owned is not a trusted AF. NEF shall be able to control the information and functions that could be exposed to untrusted AF. A trusted AF and through OAM create User Identity Profile; OAM and all the mapped AFs (based on the properties set for the User Identity Profile and consent captured of the linked UE Subscription) can carry out modifying (changes and linking/unlinking) and deletion of the user identity profile.
Only one User Identifier per User Identity Profile shall be considered. If there are more than one identifier to be created, create them as two independent User Identity Profiles. This helps to keep the solution simple. Each User identifier may have the following.
· Security profile (Authentication and Privacy details)
· Additional Service Identifiers like GPSI.
· Services (and its content like DNN, slices, SMS service, etc) that are allowed / disallowed.
· PCC Rules.
The entire process of linking / unlinking needs to be carried out with the involvement of the UE Subscription and the User Identities (for example self-services), hence must be carried out through the OAM/ trusted AF (based on the security profile). UE Subscription and the linked User Profile may want to limit QoS parameters for the allowed corresponding Applications and since it is always one User Identifier active with a UE subscription at any given point of time, rules will be installed to the User Identifier. The User Identity Profile may have the AFs that can manage the User Identity Profile (for example, linked to different UE Subscriptions); Accordingly, the corresponding AF shall be able to 
· Link - Any trusted AF
· Unlinking - Corresponding linked AF
· Manage (Update / delete of User Identity Profile Information) – The AF that created the User / OAM
Activation and Association:
With regards to User Identifier being active, a single entity (UE Subscription or a User Identifier) is active at any given point of time. A User Identifier may use Data services, SMS services, etc. It would be inefficient with additional handling to have a User Identifier linked and be active in the network if we use the procedures like PDU Session procedures (multiple PDU Sessions), AF based (external control and need additional validations, implementation dependencies for the use case to be realized). Considering these, the Authentication and Authorization shall be be done during the Registration procedure and rest of the services (NFs) are agnosticised of linking and authenticating.
Additional Services:
SMS shall be allowed to the GPSI that is associated with the User Identifier that is currently active. SMS shall not be delivered to the GPSI/MSISDN belonging to the UE Subscription when the UE is being used by User Identifier. As described in the solutions in the TR, SMS over NAS can be supported, and the User Identity Profile shall have additional service identifiers, like a corresponding GPSI of the User Identifier when the SMS service needs to be supported for the User Identifier.
For the IMS, additional IMPUs based on the implementations can be configured in the HSS imsServiceProfile for the Subscription. Any relation between multiple UE Subscriptions to an IMPU of a User Identity or the corresponding service configurations and flows, if required needs to be studied in future releases.

2 	Proposal
[bookmark: _Hlk513714389]It is proposed to update TR 23.700-32 as in the below sections to bring in conclusions based on the above discussion, by.
· Re-aligning the bullets into sections.
· Resolving the ENs accordingly.
* * * * First change * * * *
7	Overall Evaluation
User Identifier can be defined by both i.e. operator assigned or third party. However, 5GS shall ensure that the User Identifier is unique across the PLMN.
User Identity Profile can be managed by OAM and AF/NEF; hence operator and third party shall be allowed to manage User Identity Profile. A trusted AF can use the NEF APIs, however, a third party owned is not a trusted AF. NEF shall be able to control the information and functions that could be exposed to untrusted AF. A trusted AF and through OAM create User Identity Profile; OAM and all the mapped AFs (based on the properties set for the User Identity Profile and consent captured of the linked UE Subscription) can carry out modifying (changes and linking/unlinking) and deletion of the user identity profile.
Only one User Identifier per User Identity Profile shall be considered. If there are more than one identifier to be created, create them as two independent User Identity Profiles. This helps to keep the solution simple. Each User identifier may have the following.
· Security profile (Authentication and Privacy details)
· Additional Service Identifiers like GPSI.
· Services (and its content like DNN, slices, SMS service, etc) that are allowed / disallowed.
· PCC Rules.
The entire process of linking / unlinking needs to be carried out with the involvement of the UE Subscription and the User Identities (for example self-services), hence must be carried out through the OAM/ trusted AF (based on the security profile). UE Subscription and the linked User Profile may want to limit QoS parameters for the allowed corresponding Applications and since it is always one User Identifier active with a UE subscription at any given point of time, rules will be installed to the User Identifier. The User Identity Profile may have the AFs that can manage the User Identity Profile (for example, linked to different UE Subscriptions); Accordingly, the corresponding AF shall be able to 
· Link - Any trusted AF
· Unlinking - Corresponding linked AF
· Manage (Update / delete of User Identity Profile Information) – The AF that created the User / OAM
Activation and Association:
With regards to User Identifier being active, a single entity (UE Subscription or a User Identifier) is active at any given point of time. A User Identifier may use Data services, SMS services, etc. It would be inefficient with additional handling to have a User Identifier linked and be active in the network if we use the procedures like PDU Session procedures (multiple PDU Sessions), AF based (external control and need additional validations, implementation dependencies for the use case to be realized). Considering these, the Authentication and Authorization shall be be done during the Registration procedure and rest of the services (NFs) are agnosticised of linking and authenticating.
Additional Services:
SMS shall be allowed to the GPSI that is associated with the User Identifier that is currently active. SMS shall not be delivered to the GPSI/MSISDN belonging to the UE Subscription when the UE is being used by User Identifier. As described in the solutions in the TR, SMS over NAS can be supported, and the User Identity Profile shall have additional service identifiers, like a corresponding GPSI of the User Identifier when the SMS service needs to be supported for the User Identifier.
For the IMS, additional IMPUs based on the implementations can be configured in the HSS imsServiceProfile for the Subscription. Any relation between multiple UE Subscriptions to an IMPU of a User Identity or the corresponding service configurations and flows, if required needs to be studied in future releases.
Following principles shall be selected/considered:
· User Identifier shall be a NAI, which is unique inside a PLMN (Solution #1, #10, #17, #18)
· User profile
-	is stored in UDM/UDR
(Solution #1, #2, #3, #4, #5, #6, #8, #10, #14, #16, #17, #18, #20, #21, #23, #26)
-	security Credentials, Policies (QoS), Linked devices
(Solution #1, #4, #5, #7, #17, #18, #23
· Linking and Unlinking of User profile with UE Subscription via 
-	NEF/AF (Solution #1, #3, #10, #17, #18, #19, #23)
-	OAM (Solution #10, #17)
· Signalisation of human User/device Flag during Registration to distinguish human User, device, and or UE registration (Solution #10)
· User activation/deactivation of human User is performed during registration process and allows to provide.
-	Individual 3GPP identifiers for human Users to UE to offer 3GPP services like Voice, IMS, and SMS over NAS (Solution #6, #10, #17)
-	Policies for a human User to restrict a linked UE subscription (Solution #1, #2, #3, #10, #17, #19, #20, #26)

[bookmark: _Toc517082226]* * * * Next change * * * *
[bookmark: _Toc165096164]8.1	Key Issue #1: Identifying the Human User of a Subscription
The following bullets are the interim conclusion principles for KI#1:
Editor’s note: 	The above conclusion principles are only tentatively agreed.
8.1.1	User Identifier for human User
-	The User Identifier format is NAI;
-	The PLMN defines the User Identifier but may offer that the human User can select the user part of the NAI;
-.	The User Identifier is unique within PLMN;
-	The User Identifier is associated with a User Identity profile.
8.1.2	User Identity Profile
-	The User Identity Profile may contain:
· -	one or more User Identifier to identify a human User in 5GS;
· additional identifiers like GPSI for human Users;
· -	a list of linked UE subscriptions;.
· services and corresponding parameters like DNN/S-NSSAI that are allowed for the user;
· The User Identity Profile is stored in the UDM/UDR.
Editor's note:	Where the User Identity Profile is stored is FFS.
Editor's note:	Whether there can be more than one User identifier in the User identity Profile is FFS. The IE in the User Identity Profile is FFS.
8.1.3	Linking/Unlinking of User Identity Profile with UE Subscription
-	The linking/unlinking of a User Identity Profile with a UE Subscription is performed under PLMN control utilizing:The User Identifier is unique within PLMN and can be linked/unlinked with a 5GS subscription identified by a SUPI.
· Information via AF and NEF;
· Information via OAM process;
· The linking/unlinking of a User Identity Profile with a UE Subscription identified by a SUPI may allow to define restrictions/consent related to the UE subscription:
· Time duration to limit when a human User is allowed to use the UE;
· QoS profile options.
8.1.4	Activation of User Identity Profile with UE Subscription
-	Activation/deactivation of linked UE subscription and UE profile is performed during registration/deregistration procedures (i.e. MM Signalling).

* * * * End of Changes * * * *
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